SKYBOX SECURITY

SUPPORTED DEVICES

Skybox supports a large number of the enterprise’s most widely-used devices, spanning security, networking and operational technology deployed on-premises or in the cloud.

The scope of devices supported by Skybox is continually growing to meet the evolving needs of our customer base. In order to truly simplify cybersecurity management and help empower secure innovation, the Skybox platform will keep expanding its capabilities and increasing this library of supported devices.

ASSET MANAGEMENT

- BMC BladeLogic Network Automation (BNA)
- Forescout Collection
- Generic CMDB CSV Parser
- HP Network Automation (HPNA)
- IBM BigFix
- IBM z/OS
- McAfee ePolicy Orchestrator (ePO)
- Microsoft Active Directory
- Microsoft SCCM & WSUS
- Red Hat Satellite
- SolarWinds NCM
- Symantec Altiris
- Trend Micro Deep Security

CLOUD AND VIRTUAL TECHNOLOGIES

- Amazon Web Services Collection – AWS tags
- Cisco ACI
- Cisco IOS - MPLS Cloud
- Juniper JunOS - MPLS Cloud
- Microsoft Azure
- Twistlock Collection (containers)
- VMware NSX, NSX-T and vSphere

ENDPOINT SECURITY

- Microsoft Defender Advanced Threat Protection

FIREWALLS

- Alcatel-Lucent VPN Firewall Brick
- Arkoon Firewall
• Barracuda NG Firewall (formerly Phion)
• Check Point FireWall-1 CPMI
• Check Point FireWall-1 Gaia
• Check Point FireWall-1 Hotfix
• Check Point FireWall-1 LEA
• Check Point FireWall-1 NG & NGX (R80 and higher) Identity Awareness
• Cisco ASA, Firepower Management Center Collection, FWSM & PIX
• DioNIS Firewall
• DPtech Firewall
• Forcepoint Firewall Enterprise v6 & v7 (formerly Sidewinder)
• Forcepoint Firewall Enterprise v7 & v8
• Forcepoint NGFW Next-Generation Firewall (formerly StoneGate Firewall)
• Fortinet FortiGate (incl. IPS)
• Fortinet FortiManager
• Genband
• Huawei Eudemon Collection
• Juniper Junos-based devices (J series, MX series, SRX) & Syslog
• Juniper NetScreen
• Juniper NetScreen ScreenOS-based devices (ISG, SSG devices)
• Linux Firewall (iptables)
• Microsoft Azure Firewall
• Nokia appliances running Check Point VPN-1/FireWall-1
• pfSense Firewall
• Palo Alto Networks Firewall (incl. IPS)
• Palo Alto Networks Panorama
• Palo Alto Networks VM-Series
• SonicWALL Firewall
• Stormshield Network Security
• Topsec Firewall
• WatchGuard XTM Firewall
• VMware vShield Edge
• Zscaler Cloud Firewall

IPS
• IBM Proventia G IPS
• ISS SiteProtector IPS
• McAfee IPS
• Trend Micro TippingPoint (formerly HP Tipping Point)

LOAD BALancers
• A10 Networks AX ADC Load Balancer
• Brocade ADX Load Balancer
• Brocade ServerIron ADX & XL Series (formerly Foundry Networks)
• Cisco ACE
• Cisco CSS
• Citrix NetScaler VPX
• F5 BIG-IP
• Pulse Secure vTM Collection
• Radware Alteon Load Balancer
• Radware AppDirector
• Radware WSD
NETWORK AND SECURITY DEVICE MANAGEMENT SYSTEMS

- Check Point Security Management & Multi-Domain Security Management (Provider-1)
- Check Point R80
- Cisco CiscoWorks LMS
- Cisco CiscoWorks Network Compliance Manager (NCM)
- Cisco Firepower
- Cisco Security Manager (CSM)
- Fortinet FortiManager
- HP Network Automation (HPNA)
- Juniper NSM
- Juniper Junos Space
- Portnox Platform
- Palo Alto Networks Panorama
- SolarWinds Integration
- Symantec Altiris
- Tenable SecurityCenter
- Trend Micro Deep Security

NETWORK SECURITY DEVICES

- Balabit SCB Proxy
- Blue Coat ProxySG (300, 600, 900 & 9000)
- Juniper SA SSL VPN
- Pulse Connect Secure VPN (formerly Junos Pulse SSL VPN)

OPERATIONAL TECHNOLOGY

- Claroty
- CyberX
- Forescout
- Indegy

ROUTERS

- Arista Routers
- Avaya Router
- Avaya ERS Routing Switch
- Brocade BigIron RX Series/FastIron SX & WS Series (formerly Foundry Networks), VDX Collection
- Cisco IOS & IOS XE
- Cisco Nexus
- Dionis
- Enterasys Router
- Extreme Networks
- H3C Router
- HP ProCurve
- Huawei Collection
- Juniper MX Routers
- Nokia (Alcatel-Lucent) Routers
- Nortel Passport Routers
- Vyatta Collection

SIEM AND GRC

- HP ArcSight Security Intelligence Platform
- RSA Archer GRC
- Splunk Enterprise
- Symantec Control Compliance Suite (CCS)

THREAT INTELLIGENCE

- Symantec DeepSight
- Verisign iDefense
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**TICKETING SYSTEMS**
- BMC Remedy Suite 8
- ServiceNow

**VULNERABILITY SCANNERS AND DISCOVERY**
- BeyondTrust Retina Network Vulnerability Scanner (formerly eEye REM)
- Forescout CounterACT
- IBM Security AppScan
- IBM SiteProtector (formerly ISS SiteProtector)
- MaxPatrol Network Security Scanner (via Qualys-compatible format)
- Nmap Network Scanner Outpost24
- Qualys QualysGuard
- Rapid7 Nexpose
- Tenable.io Collection
- Tenable Nessus
- Tenable SecurityCenter
- Tripwire IP360 v6 (formerly nCircle)
- WhiteHat Sentinel

**WIRELESS CONTROLLERS**
- Aruba Wireless Controller
- Cisco WLC

**ABOUT SKYBOX SECURITY**
At Skybox, we remove complexities from cybersecurity management. By integrating data, delivering new insights and unifying processes, we help you control security without restricting business agility. Our comprehensive solution unites security perspectives into the big picture, minimizes risk and empowers security programs to move to the next level.
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